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## Why Post-Quantum Cryptography (PQC) \& SCA ?

- Will be soon standardized:
- NIST Standardization effort.
- ANSSI targets around 2030 for PQ standalone solutions. ${ }^{1}$
- SCA is a threat to most embedded systems with cryptography:
- Symmetric cryptography: block-ciphers.
- Asymmetric cryptography: RSA \& ECC.
- Powerful side-channel attacks against PQ KEM's:
- Many single-trace attacks.
- PQC is expensive on Cortex-M4:
- $\approx 800 \mathrm{kCycles}$ for unprotected Saber.
- $\approx 13,000 \mathrm{kCycles}$ for 4 -share Saber.
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$\mathcal{A}_{\text {ENC }}^{\text {sk }}$ can:

- Recover all different $s k_{i}$ sequentially.
- Exploit all leakages in CPAPKE.Enc.

For Kyber768:

$$
\alpha_{E n c} \approx 1 / 50
$$
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Comparing attack complexities $N$ :

- Noise increase (smaller $\lambda$ ) means harder attack.
- $\mathcal{A}_{\mathrm{ENC}}^{\text {sk }}$ saturates for large $\lambda$.
- $\mathcal{A}_{\mathrm{ENC}}^{\text {sk }}$ more efficient than $\mathcal{A}_{\mathrm{DEC}}^{\text {sk }}$ by a factor $\approx 100$.
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## Cost of CPAPKE.Dec

Masking involves:

- Arithmetic masking for lattice operations.
- Boolean masking for polynomial compressions.
$\rightarrow$ Arithmetic to Boolean conversions (hence quadratic overheads):

$$
\zeta_{E n c}=\beta_{E n c} \cdot d_{E n c}^{2}
$$

## Cost of CPAPKE.Enc

Masking involves:

- Arithmetic masking for lattice arithmetic.
- Boolean masking for polynomial comparison.
- Masked hash functions
$\rightarrow$ Various masking conversions required (hence quadratic overheads):

$$
\zeta_{D e c}=\beta_{D e c} \cdot d_{D e c}^{2}
$$

## Modeling CPAPKE.Dec and CPAPKE.Enc costs (2)

$$
\frac{\beta_{E n c}}{\beta_{D e c}}
$$

${ }^{3}$ Bos et al. "Masking Kyber: First- and Higher-Order Implementations". In: TCHES 2021 ().
${ }^{4}$ Bronchain and Cassiers. "Bitslicing Arithmetic/Boolean Masking Conversions for Fun and Profit with Application to Lattice-Based KEMs". In: eprint 2022/158 ().

## Modeling CPAPKE.Dec and CPAPKE.Enc costs (2)

Software implementation of Kyber768 from ${ }^{3}$ :

| Operation | Number of shares |  |  |  |  |  |
| :---: | ---: | ---: | ---: | ---: | ---: | ---: |
|  | 2 | 3 | 4 | 5 | 6 | 7 |
| crypto_kem_dec | 3178 | 57141 | 97294 | 174220 | 258437 | 350529 |
| indcpa_dec | 200 | 4203 | 7047 | 13542 | 20323 | 27230 |
| indcpa_enc | 2024 | 18879 | 32594 | 53298 | 75692 | 104191 |
| comparison | 693 | 32293 | 54725 | 102922 | 156075 | 210518 |

$$
\frac{\beta_{E n c}}{\beta_{D e c}}
$$

${ }^{3}$ Bos et al. "Masking Kyber: First- and Higher-Order Implementations". In: TCHES 2021 ().
${ }^{4}$ Bronchain and Cassiers. "Bitslicing Arithmetic/Boolean Masking Conversions for Fun and Profit with Application to Lattice-Based KEMs". In: eprint 2022/158 ().

## Modeling CPAPKE.Dec and CPAPKE.Enc costs (2)


${ }^{3}$ Bos et al. "Masking Kyber: First- and Higher-Order Implementations". In: TCHES 2021 ().
${ }^{4}$ Bronchain and Cassiers. "Bitslicing Arithmetic/Boolean Masking Conversions for Fun and Profit with Application to Lattice-Based KEMs". In: eprint 2022/158 ().

## Modeling CPAPKE.Dec and CPAPKE.Enc costs (2)

Software implementation of Kyber768 from ${ }^{3}$ :

| Operation | Number of shares |  |  |  |  |  | $\frac{\beta_{E n c}}{\beta_{D e}} \approx \frac{(104,191+210,518)}{(27,230)}$ |  |
| :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: | :---: |
|  | 2 | 3 | 4 | 5 | 6 | 7 |  |  |
| crypto_kem_dec | 3178 | 57141 | 97294 | 174220 | 258437 | 350529 |  |  |
| indcpa_dec | 200 | 4203 | 7047 | 13542 | 20323 | 27230 | $\overline{\beta_{\text {Dec }}}$ | $(27,230)$ |
| indcpa_enc | 2024 | 18879 | 32594 | 53298 | 75692 | 104191 |  |  |
| comparison | 693 | 32293 | 54725 | 102922 | 156075 | 210518 |  | 11.63 |

Caution: Numbers can change between implementations:

- $\beta_{\text {Enc }} / \beta_{\text {Dec }} \approx 40$ with numbers from ${ }^{4}$

[^6]
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1. How many of shares to secure Enc \& Dec:

We fix:
$\gamma$ : target security.
$\lambda$ : platform dependent parameter.
$\alpha$ : attack parameter.
We derive the number of shares $d_{\text {Enc }}$ and $d_{D e c}$ :

$$
\gamma \geq \frac{\alpha}{\lambda^{d}}
$$

2. Compare the costs to secure Enc \& Dec:

- For a fixed set of parameters $(\gamma, \lambda, \alpha)$.
- What is the time spent in securing CPAPKE.Enc \& CPAPKE.Dec

We use the ratio:

$$
\frac{\zeta_{E n c}}{\zeta_{D e c}}=\frac{\beta_{E n c} \cdot d_{E n c}^{2}}{\beta_{E n c} \cdot d_{E n c}^{2}}
$$
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More shares for:

- More security $\gamma$.

$$
d \geq \frac{\log (\alpha)-\log (\gamma)}{\log (\lambda)}
$$

- More efficient attacks $\alpha$.
- Less noise $\lambda$.
$\rightarrow$ constant absolute difference between $d_{\text {Enc }}$ and $d_{\text {Dec }}$.

Relative difference between $d_{E n c}$ and $d_{D e c}$ :

- Small $\gamma$ : Large d's relative difference.
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## Observations:

- Small $\gamma$ : Large d's relative difference.
- Enc dominates largely the cost due to larger $d_{\text {Enc }}$.
- Incentive to get rid of FO-transform.
- Large $\gamma$ : small d's relative difference.
- Enc dominates less the cost.
- Alternatives should be more efficient than $\frac{\beta-n c}{\beta_{\text {Dec }}}$. $\rightarrow$ Same holds for more efficient $\mathcal{A}_{\text {ENC }}^{\text {sk }}$.
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Future for SCA and PQ KEMs:

- FO-transform leads to easy-to-mount attacks exploiting re-encryption.
- Re-encryption dominates the cycle count because:
- More computations.
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## Thanks! <br> @BronchainO
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